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Supplier International Shipping Instructions




1.0 Purpose
The Supplier International Shipping Instructions defines the steps to ensure the timely moving of goods to Access Business Group (ABG) or Amway location.  
2.0 Scope
The procedure applies to all ABG-managed international shipments from a supplier to an ABG or Amway location.
3.0 Procedure
3.1 Shipping Process Overview
The supplier receives a purchase order from Access Business Group (ABG) Procurement and schedules production. 
Once the product is produced, the material will undergo a QA review to ensure the product adheres to the previously agreed upon specifications.
Note: For new suppliers and first-time purchase orders / production runs, the net weights and gross weights of the items must be verified with ABG Planning and Procurement contacts. After approval from ABG Planner, all gross weights and net weights must remain consistent throughout the product lifecycle.  This will help prevent inconsistencies between the Supplier Letterhead documents and the ABG Letterhead commercial shipping documents. 
Net weight represents the weight of the selling unit and the gross weight represents the selling unit plus “throw away” packing material.
*Please note that the gross weight does not include the pallet weight
For all completed purchase orders, the supplier is required to send a Commercial Invoice and Packing List on the Supplier Letterhead. 
The supplier must provide adequate advanced notice of desired load date, in compliance with the previously agreed upon delivery date shown on the Purchase Order.
3.2 Booking Process with ABG’s Global Freight Forwarder, Expeditors
Suppliers should reach out to the Expeditors International local office to place booking request following the below guidelines. Doing so, will allow Expeditors sufficient time to arrange pick-up and confirm a booking with the steamship line / Airline.
· Ocean: 	4-6 weeks prior to cargo ready date 
· Air:		5 days prior to cargo ready date
A comprehensive list of the local Expeditors International offices can be found at www.expeditors.com. You can also reach out to our Expeditors Account Manager team to confirm local contact details. 
	Expeditors Global Account Management Team 

	Origin Region
	Account Manager 
	Email

	Americas
	Noah Ketz-Munoz
	Noah.ketz-munoz@expeditors.com 

	APAC
	Frank Yoh
	Frank.yoh@expeditors.com 

	China 
	Peggy Pang
	Peggy.pang@expeditors.com

	India 
	Rajat Rekhi
	Rajat.rekhi@expeditors.com

	Europe
	Tony O’hare
	Tony.OHare@expeditors.com

	Americas
	Pablo Prieto
	Pablo.prieto@expeditors.com



At the time of booking, suppliers must provide Expeditors with the below shipment details. Please note details can be estimated and revised as needed prior to Cargo Ready Date.
· Full Container Loads
· Cargo Ready Date
· FCL: Equipment QTY and Type: (e.g. 1x40, 2x20)
· LCL : Pcs / WT / cbm
· Incoterm (FCA or FOB)
· Origin and Destination 
·  ABG PO# 
· Air Shipments
· Cargo Ready Date 
· Pieces (e.g. Pallets or Master cartons)
· Dimensions of the pallets or Master Cartons
· Estimated Total Gross weight
· Incoterm
· Origin and Destination 
· ABG PO #
Once the booking request is sent, Expeditors will be able to provide the booking confirmation once confirmed by carrier. If Expeditors is handling the pick-up they will provide the supplier with a pick up order once confirmed.
It is recommended that bookings be made through Expeditors Order Management Booking (OMB) Tool. Instructions on the use and set-up of the tool can be found in the OMB Shipping Guide available in the Transportation section of the supplier.amway.com portal.  

Prior to export, the supplier is required to send the below documents to Expeditors via OMB or email. 

· Commercial Invoice
· Packing List
· Any other related documents for clearance (COO, wood declaration, etc.)

Note:  

· ABG enforces a “No Docs / No Ship Policy”
· Accepted INCOTERMS are FCA: Supplier’s Door or FOB: Port of Export
· The Supplier is always responsible for any export formalities


3.3 Supply Chain Security Requirements
ABG is a certified member in the U.S. “Customs-Trade Partnership Against Terrorist” (C-TPAT) and strongly urges Suppliers to adopt the security standards of this program, or the equivalent supply chain security program criteria administered by the Customs administration in the Supplier’s home country. C-TPAT sec security requirements can be found by accessing the following US Customs website: https://www.cbp.gov/border-security/ports-entry/cargo-security/ctpat 
As outlined in the US Customs website, the Supplier agrees to take such reasonable measures as may be required by ABG to ensure the physical integrity and security of all shipments to ABG / Amway against the unauthorized introduction of harmful or dangerous materials, drugs, contraband, weapons or weapons of mass destruction, or introduction of unauthorized personnel in transportation conveyances or containers. Such measures may include, but are not limited to, physical security of manufacturing, packing and shipping areas, restrictions on access of unauthorized personnel to such areas: personnel screening as is appropriate in supplier’s or manufacturer’s country: and development, implementation and maintenance of procedures to protect the security and integrity of all shipments.
Note: For new suppliers and first time purchase supplier to complete attached supply chain security questionnaire and return to Erin.Milito@Amway.com


Palletization
If shipping on pallets, the pallets must be securely shrink-wrapped and labeled according to the Package Identification Requirements procedure. Any damage that results from inadequate packaging will be the responsibility of the Supplier.
Wood Declaration 
If solid wood is used in packaging, all pieces must be ISPM15 compliant and contain the IPPC stamp. 
[image: ]
ISPM 15 applies to coniferous (softwood) and non-coniferous (hardwood) raw wood packaging material. This includes dunnage, crating, packing blocks, drums, spools, cases, load boards, pallet collars, skids, pallets, and other wood units used to secure cargo or a commodity. 
3.4 Loading of Container
The supplier must inspect the trailer/container to ensure it is clean and in good condition. Do not load any trailer/container that shows visible signs of potential damage to product (i.e. holes inside/top/floor, dirty floor, bad odor, etc).
Carefully document actual product SKU/Quantity/Lot Code/AMC Code, PO# and PO line # loaded onto the trailer/container, as identified on the Proforma Packing List.
In order to avoid damage during transit, product that is loaded must be properly blocked and braced to avoid cargo from shifting.
Apply high security ISO 17712 bolt seal to door of any full container shipment once loading is completed
Complete container loading within designated load free time (typically 2 hours following trailer/container arrival at Supplier)
For full containers loaded outside of the U.S. at the Supplier’s facility and being shipped directly to any Access Business Group U.S. location, suppliers are required to provide written certification to Access Business Group that the supply chain security requirements of U.S. Customs and Border protection for importers have been met. The supplier can provide a blanket certification for all shipments that will follow or provide a certificate for each specific shipment.
Suppliers must take a photo of completed load, for all full container shipments and keep this available if requested by ABG.
[image: ]Suppliers are required to present a container load plan for full containers loaded at the Supplier’s facility in the document package. A container load plan must also be included in the container. An envelope labeled “Container Load Plan” should be taped to a carton located at the container door.  Container Load Plan Diagram Example:



3.5 International Shipping Documents
All required documentation outlined below should be turned over to the ABG Planner within 2 Days of Loading
Commercial Invoice must contain the following:
· ABG PO# and PO Line # (i.e. 44314OP Line 01)
· Name AND location of the business or person selling the merchandise 
· Name AND Location of buyer of the merchandise (typically ABG)
· The U.S. address of the person or business the goods are being shipped to
· ABG sku#
· Describe the item clearly - a detailed description of the merchandise in English 
· Country of Origin (where the item was manufactured) 
· Value of the items (unit price)
· Currency
· Quantity, weights and measurements   
· Example: net weight in kilograms by line item
· All additional charges that will be billed to Amway.  Accounted by name and amount (i.e. freight, pallet charges, productions charges, etc.) 
· The invoice and all attachments must be in the English language 
Packing List must contain the following:
· Country of Export
· Net Weight
· Gross Weight (excluding pallets)
· SKU#
· Description of Product (must be identical to the description on the PO)
· Specification (If shipping spare parts, the name of the equipment on which they will be used)
· PO # and release
· QTY and Pieces
· Number of Master Cartons
· QTY per Master Carton
· QTY per Pallet (if applicable)
· Number of Pallets and Pallet Weight
· Number of Partial Cartons and quantity
· List of assigned lot codes and quantity per lot code (formulated products only)
· Container # or other Carrier Reference #
Value Declaration (if applicable)
Certification of Origin (Form A)
No Wood Declaration or Wood Certification (if applicable)
Container Load Plan/Diagram (Mandatory for full container loads)
Certificate of Analysis (if applicable)
NOTE: ABG has instructed all ocean carriers to issue Express Sea Waybills (ESW) instead of Original Bills of Lading, except where it is a government requirement
Detention / Container Storage Charges:
If any of the aforementioned documents are incorrect, incomplete or inaccurate due to the fault of the Supplier, the Supplier shall be responsible for any additional charges incurred (i.e. container detention charges, storage charges, customs penalty, warehousing charges.)

3.7 Labeling Requirements for Amway Thailand
Supplier is required to tag the shipping mark as per below.
· Shipping Mark: AMWAY
· Ship mode LCL and Air: Tag on the actual cargo (usually on pallet, not on the product)
· Ship mode FCL: Tag inside of the container door
[image: cid:image001.jpg@01D6E6F5.56961260]

3.8  Main Points of Contact
ABG International Transportation:
Contact: Kristin Kelly
E-Mail: kristin.kelly@amway.com
Tele: 616-787-6255
ABG Global Trade:
Contact: Adam Whitney
E-Mail: adam.whitney@amway.com
Tele: 616-787-7834 
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Supply Chain Security Supplier Questionnaire

Customs Trade Partnership Against Terrorism (CTPAT), administered by United States Customs and Border Protection (CBP), is a voluntary public-private sector partnership program that promotes cargo security through close cooperation with the international supply chain such as importers, carriers, consolidators, licensed customs brokers, and manufacturers.  The equivalent of such program in the EU is the Authorized Economic Operator (AEO) program.

Amway Supply Chain Services (hereafter “ASCS”) has obtained both CTPAT certification in the USA and AEO certification status in the European Union. ASCS strongly urges our global suppliers to adopt the security standards of the program, or the equivalent supply chain security program criteria administered by the Customs administration in Supplier’s home country. As a member of these two Supply Chain Security programs, ASCS will be required to make periodic assessment of its international supply chain based upon program security criteria. ASCS encourages Supplier to take such reasonable measures as may be necessary to cooperate with ASCS supply chain security assessments and to ensure that pertinent security measures are in place and adhered to throughout Supplier’s supply chain.

The following are security measures either mandated or recommended as part of the AEO and/or CTPAT programs. Please return completed form asap or advise any questions you may have to Erin Milito – erin.milito@amway.com.

Any additional comments can be added at the bottom of the form (page 12). 

		Company Name:



		



		Company Address:



		



		Date Completed:



		











Foreign Customs Administration Supply Chain Security Program

Does your company participate in or have certification in your country’s Customs Administration Supply Chain Security Program?  If yes, please provide:

		Program Name:



		



		Certification ID or #:



		







If your company has a proven safety and security compliance by means of a registered CTPAT and/or AEO certification there is no need to answer the remaining questions below.  Please refer to page 12 to sign and date this form.

Section 1: Business Partners

Requirement: A business partner is any individual or company whose actions may affect the chain of custody security of goods being imported to the United States via a CTPAT Member’s supply chain.  Business partners must have appropriate security measures in place to secure the goods throughout the international supply chain.

		

		Question

		Yes, No, N/A

		Explanation of Procedure or “No” / “NA” Answers



		1.1

		Is a written, risk-based process in place for screening new business partners and for monitoring current partners? 



		Choose an item.		



		1.2

		Is a documented social compliance program in place that addresses how the company ensures goods imported into the United States were not mined, produced or manufactured, wholly or in part, with prohibited forms of labor, e.g., forced, imprisoned, indentured, or indentured child labor?

		Choose an item.		



		1.3

		Does your company screen for money laundering and/or terrorist funding?  If yes, please describe your screening methods.

		Choose an item.		







Comments – Section 1:



Section 2: Physical Security

Requirement: Cargo handling and storage facilities, Instruments of International Traffic storage areas, and facilities where import/export documentation is prepared in domestic and foreign locations must have physical barriers and deterrents that guard against unauthorized access.

		[bookmark: _Hlk52371506]

		Question

		Yes, No, N/A

		Explanation of Procedure or “No” / “NA” Answers



		2.1

		Are physical barriers and/or deterrents in place to prevent unauthorized access to offices, trailer yards, cargo handling and storage facilities?

		Choose an item.		



		2.2

		Are gates where vehicles and/or personnel enter or exit manned or monitored?

		 Choose an item.

		 



		2.3

		Are security guards on site?  If yes, are security guard instructions/procedures documented and current? 

		Choose an item.		



		2.4

		Does perimeter fencing enclose the areas around cargo handling and storage facilities?  Is fencing regularly inspected for integrity and damage and repaired as soon as possible by designated personnel?

		Choose an item.		



		2.5

		Is adequate lighting provided inside and outside the facility in the following areas: entrances and exits, cargo handling and storage areas, fence lines, and parking areas?

		Choose an item.		



		2.6

		Do cameras monitor the facility’s premises and sensitive areas to deter unauthorized access?

		Choose an item.		



		2.7

		Are cameras positioned to cover key areas of facilities that pertain to the import/export process?  Is this footage maintained for a sufficient time to allow an investigation to be completed?

		Choose an item.		



		2.8

		Are periodic, random reviews of the camera footage conducted (by management, security, or other designated personnel) to verify that cargo security procedures are being properly followed in accordance with law?  Are results of the reviews summarized in writing to include any corrective actions taken?  Are the results maintained for a sufficient time for audit purposes?  

		Choose an item.		



		2.9

		Are alarms used to alert unauthorized access into sensitive areas?  If yes, briefly describe your alarm system.

		Choose an item.		



		2.10

		Are private passenger vehicles prohibited from parking in or adjacent to cargo handling and storage areas, and conveyances?

		Choose an item.		



		2.11

		When cargo is staged overnight, or for an extended period of time, are measures taken to secure the cargo from unauthorized access?

		Choose an item.		







Comments – Section 2:

		







Section 3: Access Controls

Requirement: Access controls prevent unauthorized entry to facilities, maintain control of employees/visitors and protect company assets. Access controls must include the positive identification of all employees, visitors and vendors at all points of entry.

		

		Question

		Yes, No, N/A

		Explanation of Procedure or “No” / “NA” Answers



		3.1

		Are written procedures in place governing how identification badges and access devices are granted, changed, and removed?

		Choose an item.		



		3.2

		Is an employee identification system in place for positive identification and access control purposes?

		 Choose an item.

		 



		3.3

		Does removal of access devices take place upon the employee’s separation from the company?

		Choose an item.		



		3.4

		Are visitors required to present photo identification upon arrival, visibly display temporary identification, log in/out and be escorted while on your premise?

		Choose an item.		



		3.5

		Are drivers delivering or receiving cargo required to present government issued photo identification upon arrival?

		Choose an item.		



		3.6

		Is a cargo pickup log kept to register drivers and record the details of their conveyances? Is the driver logged out upon departure?  Is the cargo log kept secured and are drivers not allowed access to it?

		Choose an item.		



		3.7

		Are procedures in place to identify, challenge, and address unauthorized/unidentified persons?  Do personnel know the protocol to challenge an unknown/unauthorized person, how to respond the situation and are they familiar with the procedure for removing an unauthorized individual from the premises?

		Choose an item.		







Comments – Section 3:

		







Section 4: Procedural Security

Requirement: Procedural Security encompasses many aspects of the import-export process, documentation, and cargo storage and handling requirements. Security measures must be in place to ensure the integrity and security of processes relevant to the transportation, handling and storage of cargo in the supply chain. 

		

		Question

		Yes, No, N/A

		Explanation of Procedure or “No” / “NA” Answers



		4.1

		Are procedures in place to ensure that all information referenced on shipping documents is legible, complete, accurate, is in       accordance with our purchase order and protected against the exchange, loss or introduction of erroneous information?  

		Choose an item.		



		4.2

		Describe your company's procedure to ensure all cargo is recorded with accurate weight and piece count.

		Choose an item.		



		4.3

		Does the shipper or its agent ensure that bill of ladings (BOLs) and/or manifests accurately reflect the information provided to the carrier? Do carriers exercise due diligence to ensure these documents are accurate?  

		Choose an item.		







Comments – Section 4:



Section 5: Container Security

Requirement: At point of supplier loading full container shipments, procedures must be in place to properly seal and maintain integrity of the shipping containers.  IIT includes containers, flatbeds, unit load devices (ULDs), lift vans, cargo vans, shipping tanks, bins, skids, pallets, caul boards, cores for textile fabrics, or other specialized containers arriving (loaded or empty), in use or to be used in the shipment of merchandise in international trade.

		

		Question

		Yes, No, N/A

		Explanation of Procedure or “No” / “NA” Answers



		5.1

		Are conveyances and IIT stored in a secure area to prevent unauthorized access?

		Choose an item.		



		5.2

		Are conveyances and IIT equipped with external hardware that can reasonably withstand attempts to remove it?  Are the doors, handles, rods, hasps, rivets, brackets, and all other parts of a container’s locking mechanism fully inspected to detect tampering and any hardware inconsistencies prior to the attachment of any sealing device?

		 Choose an item.

		 



		5.3

		Is a seven-point inspection performed on all containers: 

		· Front Wall

		· Left Side



		· Right Side

		· Floor



		· Ceiling/Roof

		· Outside/Undercarriage



		· Inside/Outside Doors/Locking Mechanisms







		Choose an item.		



		5.4

		Are inspections of conveyances and IIT systematic and are they conducted at conveyance storage yards?  Are inspections conducted upon entering and departing the storage yards and at the point of loading/stuffing?

		Choose an item.		



		5.5

		Are written high security seal procedures in place that describe how seals are issued and controlled at the facility and during transit?  



		Choose an item.		



		5.6

		Do high security seals either meet or exceed the most current ISO 17712 standard?  Is this documented?

		Choose an item.		



		5.7

		Is CTPAT’s seal verification process followed to ensure all high security seals (bolt/cable) have been affixed properly to IIT, and are operating as designed?  The procedure is known as the VVTT process.

		Choose an item.		



		5.8

		Is an inventory of seals is maintained?  Does company management or a security supervisor conduct audits of seals that includes periodic inventory of stored seals and reconciliation against seal inventory logs and shipping documents?  Are all audits documented?

		Choose an item.		



		5.9

		Are seal numbers assigned to specific shipments transmitted to the consignee prior to departure?

		Choose an item.		



		5.10

		Are procedures in place that provide the steps to take if a seal is found to be altered, tampered with, or has the incorrect seal number to include documentation of the event, communication protocols to partners, and investigation of the incident?  Are the findings from the investigation documented, and any corrective actions implemented as quickly as possible?

		Choose an item.		



		5.11

		Are written seal control procedures maintained at the operator level so they are easily accessible?  Are these procedures reviewed at least once a year?

		Choose an item.		







Comments – Section 5:





Section 6: Cybersecurity

Requirement: Policies must be in place to prevent computers, networks and programs from unauthorized use and cyber-attacks.

		

		Question

		Yes, No, N/A

		Explanation of Procedure or “No” / “NA” Answers



		6.1

		Are comprehensive written cybersecurity policies and/or procedures in place to protect information technology (IT) systems?

		Choose an item.		



		6.2

		Is a system in place to identify unauthorized access of IT systems/data or abuse of policies and procedures including improper access of internal systems or external websites and tampering or altering of business data by employees or contractors?  

		 Choose an item.

		 



		6.3

		Is security software current and does it receive regular security updates?

		Choose an item.		



		6.4

		Are all media, hardware, or other IT equipment that contains sensitive information regarding the import/export process accounted for through regular inventories?

		Choose an item.		



		6.5

		Is access to IT systems protected from infiltration via the use of strong passwords, passphrases, or other forms of authentication and is user access to IT systems safeguarded?

		Choose an item.		



		6.6

		Is user access restricted based on job description or assigned duties?  Is authorized access reviewed on a regular basis to ensure access to sensitive systems is based on job requirements? 

		Choose an item.		



		6.7

		Are policies and procedures in place to prevent attacks via social engineering?

		Choose an item.		



		6.8

		Has sufficient software/hardware been installed for the protection from malware (viruses, spyware, worms, Trojans, etc.) and has an internal/external intrusion detection system been installed (firewalls)?

		Choose an item.		



		6.9

		As applicable based on their functions and/or positions, are employees trained on the company's cybersecurity policies and procedures?  Does this include the need for employees to protect passwords/passphrases and computer access?

		Choose an item.		



		6.10

		Is computer and network access removed upon employee separation?

		Choose an item.		







Comments – Section 6:





Section 7: Agricultural Security

Requirement: At point of supplier loading full container shipments, procedures must be in place to eliminate foreign animal and plant contaminants in all conveyances and in all types of cargo.

		

		Question

		Yes, No, N/A

		Explanation of Procedure or “No” / “NA” Answers



		7.1

		Are written procedures in place that are designed to prevent visible pest contamination to include compliance with Wood Packaging Materials (WPM) regulations?  Do measures regarding WPM meet the International Plant Protection Convention’s (IPPC) International Standards for Phytosanitary Measures No. 15 (ISPM 15)?

		Choose an item.		



		7.2

		Are visible pest prevention measures adhered to throughout the supply chain?  

		 Choose an item.

		 



		7.3

		Are cargo staging areas, and the immediate surrounding areas, inspected on a regular basis to ensure these areas remain free of visible pest contamination?

		Choose an item.		



		7.4

		Are written procedures in place for both security and agricultural inspections of IIT?

		Choose an item.		



		7.5

		If visible pest contamination is found during the conveyance/IIT inspection, is washing/vacuuming carried out to remove such contamination?  Is documentation retained for one year to demonstrate compliance with these inspection requirements?

		Choose an item.		







Comments – Section 7:









Section 8: Personnel Security

Requirement: Business Partners must exercise due diligence to verify that employees in sensitive positions are reliable and trustworthy.  Positions include, but are not limited to, shipping, receiving, mailroom personnel, drivers, dispatch, security guards, any individuals involved in load assignments, tracking of conveyances, and/or seal controls.

		

		Question

		Yes, No, N/A

		Explanation of Procedure or “No” / “NA” Answers



		8.1

		What are the written procedures for screening prospective employees and for performing checks on current employees?  Is application information, such as employment history and references, verified prior to employment, to the extent possible and allowed under the law?  

		Choose an item.		



		8.2

		Based on the sensitivity of the position, do employee vetting requirements extend to temporary workforce and contractors?

		 Choose an item.

		 



		8.3

		Once employed, are periodic reinvestigations performed based on cause, and/or the sensitivity of the employee’s position?

		Choose an item.		



		8.4

		Is there an Employee Code of Conduct that includes expectations and defines acceptable behaviors?  Are employees and contractors required to acknowledge that they have read and understand the Code of Conduct?  This is a requirement.

		Choose an item.		







Comments – Section 8:











Section 9: Education Training and Awareness

Requirement: One of the key aspects of a security program is training.  Employees must be trained on supply chain security threats and how their role is important in protecting their company’s supply chain.

		

		Question

		Yes, No, N/A

		Explanation of Procedure or “No” / “NA” Answers



		9.1

		Is a security training and awareness program in place and maintained to recognize and foster awareness of the security vulnerabilities to facilities, conveyances, and cargo at each point in the supply chain, which could be exploited by terrorists or contraband smugglers?

		Choose an item.		



		9.2

		Is security training provided to employees, as required based on their functions and position, on a regular basis?  Do newly hired employees receive this training as part of their orientation/job skills training?

		 Choose an item.

		 



		9.3

		Are drivers and other personnel that conduct security and agricultural inspections of empty conveyances and IIT trained to inspect their conveyances/IIT for both security and agricultural purposes?

		Choose an item.		



		9.4

		Are employees trained on how to report security incidents and suspicious activities?

		Choose an item.		



		9.5

		Is training evidence retained, such as training logs, sign in sheets (roster), or electronic training records?

		Choose an item.		







Comments – Section 9:







Additional Comments

Not required, however if there is anything additional you would like us to know, please comment here.







Acknowledgement

Thank you for taking the time to complete this form.  Your signature indicates that the information you provided is true to the best of your knowledge.

		Printed Name:

		



		Title:

		



		E-mail:

		



		Signature:
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